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WE ARE SIGMA

MANY YEARS OF EXPERIENCE & 
EXCLUSIVE CONSULTING

With over 15 years of industry-specific experience, we 
offer practical solutions and individual consulting with 

customized strategies that are exactly 
aligned with your needs.

DEFAULT PROCESS IMPLEMENTATION

Well-proven, optimized processes that have 
been verified in practice as efficient and safe.

TIME SAVING

Efficient processes for fast and exact 
implementation of your projects.

PERSONAL CONTACT

A direct line to us - 
We are always here for you. 

CUSTOMER SATISFACTION ACROSS 
THE ENTIRE COMPANY

Your success is our top priority – 
we always act in your interest.

COST PROTECTION & 
COST TRANSPARENCY

Clear and plannable cost structures for 
your investment security.
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Information Security 

refers to the protection of 
information from unauthorized 

access, changes 

or destruction, in order to 
ensure confidentiality, integrity 

and availability. 

This includes measures such as 

access control, encryption, 
authentication and 
risk management.

INFORMATION SECURITY
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We help organizations proactively address security threats by implementing security policies, 
creating incident response plans, and training employees.

Minimization of 
security risks

Security of 
data protection

Improving resilience 
against attacks

INFORMATION SECURITY
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ISMS
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ISMS

Protection of 
sensitive information

Compliance
with legal requirements

Trust
of stakeholders

Continuous 
improvement

Information Security Management System
 (ISMS)

Risk Management

The ISMS enables your company to optimize the interaction between
data protection, IT security and your processes.
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OUR EXTERNAL CISO
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By hiring and integrating 

our external CISO, 

information security in your 

company is optimized in a 

targeted manner. 

Together, we use objective 

expertise and innovative 

perspectives to create a 

pioneering security structure 

for the future.

OUR EXTERNAL CISO
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SUCCESSFUL WITH OUR EXTERNAL CISO

Development and realization 
of safety guidelines

Identification and assessment
of security risks

Training for employees to 
raise awareness of 
information security

Contact person for security 
incidents and incident response

Monitoring safety measures 
and conducting audits

Support for compliance 
with legal requirements 
and internal guidelines

Collaboration with
IT & other relevant departments

Auditing of security 
technologies

Developing business 
continuity plans

Regular reporting to the 
company management

Support in defining and 
monitoring the KVP
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Our IT consultants advise you on 

the selection, implementation 

and continuous improvement 

of technical and organizational 

measures to 

create and maintain a 

specific level of security.

SUCCESSFUL WITH OUR EXTERNAL CISO
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YOUR BENEFITS OF HAVING AN EXTERNAL CISO

Objective assessment

Our independence from internal company 
processes allows us to objectively

assess IT security.

Specialized expertise

Thanks to our specialized knowledge in the 
IT sector, we provide the company with access 

to expertise and modern technologies.

Flexibility and scalability

Our network of specialists enables us 
to respond to all of the company's 

business needs.

Focus on core competences

By using external specialists in the field of 
information security, you can focus on your 

core competences.
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NIS DIRECTIVE 2
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By entering into a partnership 

with us, you can ensure 

that your company is 

prepared to meet the 

challenges of cyber security

and complies with the 

NIS2 Directive.

NIS DIRECTIVE 2
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Security advice, 
analysis & implementation

We offer customized solutions and 
support you in implementing, 
maintaining and analyzing your 
cybersecurity practices, including 
recommendations on the NIS2 Directive.

Training & awareness
We offer programs to raise awareness of 
cybersecurity risks and provide employees 
with best practices for avoiding 
security incidents.

Continuous 
support & maintenance
We support you in ensuring that 
your cyber security infrastructure is 
always up to date, optimally 
protected and in line with the latest 
standards and best practices.

Compliance-Management
Our expert team will help you achieve 
full compliance with the NIS2 Directive 
and other cybersecurity regulations by 
providing effective management and 
transparent reporting.

NIS DIRECTIVE 2
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PRICE PACKAGE EXTERNAL CISO

2.600 €/per month
excl. travel expenses & costs

▪ 12-month term*

▪ Additional hours

160 €/per hour

✓ Naming as an external Chief 

Information Security Officer (CISO)

✓ 12 hours of remote jour fixe and 

consulting

*Cancellation period: 3 months before the end of the contract

PremiumPlusStarter

1.000 €/per month
excl. travel expenses & costs

▪ 12-month term*

Upgrade possible

▪ Additional hours

180 €/per hour

✓ Naming as an external Chief 

Information Security Officer (CISO)

✓ 4 hours of remote jour fixe and 

consulting

400 €/per month
excl. travel expenses & costs

▪ 12-month term*

Upgrade possible

▪ Additional hours

200 €/per hour

✓ Naming as an external Chief 

Information Security Officer (CISO)

✓ 1 hour of remote jour fixe and 

consulting
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ALEXANDER STOTZ
Senior IT Consultant

Nordostpark 7-9, 90411 Nuernberg

+49 911 50 961-294 

+49 176 55 22 0929

stotz@sigmasystems.de 

www.sigmasystems.de

Ein Bild, 

das Kreis, 

Logo, 

Grafiken, 

Ein Bild, 

das 

Grafiken, 

Kreis, 

THANK YOU!

Let´s create SUCCESS together!

Do you have any questions? 
I look forward to hearing from you.

https://www.linkedin.com/in/alexander-stotz-28488b270/
https://www.xing.com/profile/Alexander_Stotz046068/cv?sc_o=navigation_profile_icon&sc_o_PropActionOrigin=navigation_neffi_100&expandNeffi=true
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